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Abstract

In traditional authentication systems, the reuse of private keys and centralized key management
introduce certain security risks. This paper introduces Physical Unclonable Function (PUF) technol-
ogy to replace the traditional Public Key Infrastructure (PKI) for key distribution. By leveraging the
high randomness and uniqueness of PUFs, the method enables the dynamic generation of independ-
ent and unique private keys for the same user across different systems or application scenarios,
thereby preventing credential-stuffing attacks caused by private-key reuse and memory-leakage

XESIH: EE, fdh, TRE EPOM SRS INET RN AT SHLEE AW, 2026, 15(1): 222-231.
DOI: 10.12677/airr.2026.151022


https://www.hanspub.org/journal/airr
https://doi.org/10.12677/airr.2026.151022
https://doi.org/10.12677/airr.2026.151022
https://www.hanspub.org/

A

attacks arising from static private-key storage. This approach not only enhances the security and
privacy protection of the authentication process but also improves identity isolation across multi-
ple scenarios, offering a new technical pathway for building decentralized and trustworthy authen-
tication systems. Security analysis shows that the proposed scheme can effectively resist credential-
stuffing, identity forgery, memory-leakage, and other attacks, making it suitable for authentication
scenarios with high privacy-protection requirements. Experimental results demonstrate the feasi-
bility and effectiveness of the scheme in specific application contexts.
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1. 5|

FR VR ARRETHENUM 2 P RS S 0 —FE T B, HAZ O Bk “IR2uE” 1
)R, A E BB TENLE], AR OR R S AL AV A R iR Z AR R BEIR B 5 [1] . B
B FR VRN 2 F T E AN N SRR S 3 132 FE e, HAEARMER 2 10 R slif AR W] “FRgHE” [2]. X3
PRR A HAB A, AR S F AR N A . ATRAE, SR LR S AER RIS, T S G
MR ISR bR R B SE A S R . BT S VGERR A SUAH F B a3k, BRIE S B %
SRR EAEIEN . SZ AT EERUGENLH], RGURTCIEHER IR BT R, 2 5 5 B
ARk ) 52 4 A o« F 11 R it 28 %5 7% 2% (Elliptic Curve Cryptography, ECC) ) & 43 briR 5 A IEH AR T4
RAEAS B2 MR 2 KIE[3]. HEGAHME LML, ECC @i 5 A 1% $7-K BE R i) sLELAH [
BEEE N2, HiEeRE . BIFEHFMC. ENESR, FrnldE T s . B A& im i
VRS2 BRFRIE . AN 15 ith 2 B0 A% o DR B8 AE T LI T B SO0 25 e A R B s R A, 49 N A FHHESEFAEA L
SEANEIAT, NI OR B bR e — Ve S IR R2 (BBt 1« AH LA 1) RSA S5 57%, ECC fE% 8
P 5 VIR RS R R A A B 0N L AT SR, T DO R S IE R SR )R AR S IE{E R,
iR A ER I B LR IR ST BRI (4] DRI, R E i A B bR iR A
WEAECRIE Z A TER R, SR SAE S Rt BOH—RnE S0 & Bk R EE LR M.

EF PR iR i, RHRE B S 7 L5 2 ) RG22 o M . L5 ik R b
WAFAE R —H P EA R RSB & EESAHARRARIER, XL EREMH ERGERE, 2
T B ek, APEE A TR EAE NS RE . BB R RS S s, REEEA
R s AR R . — B3 —F & % a0 EB R ot 58, Bk # AT R H S fA 84S B
EHAR- & EdHTHeES R, AW “fiE” FERESLHLG 0 B H[5]. R A KB R EIRR, 12
R ATy b E SR A8 B R I SIS R G B i A4S S An R HE— ME AN T 52 B IR
A B G AE S A A R & 2 [ 1 B 005 B A T et , g — 038 1 BRoRA it 55 15 B 4 PR ER 1 XURS: o
R, 56T 6 R 28 /0 S b SR R b, el B o FARH 55 B A R i R AN AT, O A AIE %2
SR G E L —.

FES M IAES RS, ETAEVIEE 2205, A s R AR S0, BiilkE
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A5G TAIETT WAy BAE S BOE R [F, HAAVH & B 05 BA M R 5l %, By ib o i
S o A S0 B A AIE AL 138 35 A s O Ak 1) P 28R BRIR 55 35 B0 7, 38 3E 145 FEH LA (Certificate
Authority, CA)SEILEFHAE 5 70 K [6]. A RS, CA FTT A P AR ERE R AHIES, ERSS 3
W IR B4 S5 A A E R R RN T 0. BHS RS FEEREEALER. PR iS5 AESE
WA, XS DR T S ER IR S S, SR, ESLBRN AT, EHS RO
AR R TR I 2 A R [7]. — 71, CA B AR IR SS #E NEAET A, — B2 Bl sl s 4%
i), Boh 5 (8 ] ehit il Bal B e A8, SECRIBN S thi& i, 51— 07, HH R SR
AR EEEEEE AR AHBOEEYE, WM S VIV TEE, Bk nr Do & e A 8ok
BCEH B O B B e B . e Ah, B P R DR IR T ) R S5 SRR R B A BRI, RS A R
S AR IR B, H T EERUEEH o, XAELE N T 5 005 Bt E i RS . BRI Rl Ol
W PR RS SCIL R A ) B BRI RE, (RCE ThN B M R . ESE DL 2T G ORI AT
M DL R i 2 W IIETT 1) 22 4 R SH0IETT RS RAORS 75 2K o IAIETT AR RE S SRl F P Sy, (H— EA
WENR S5 25 5 CA L BCRI, FH P 1R 3 BH 3800 B B A WS A5 B THI I DR RS 3%+ 0 A DA IE D FE AR R
HE MRS K IR AT ORSSE T, k2GR 5 3028 BOFHLE o« X i 4R b/ 3 i 4
RIEATN TSI T 22 VeSS, DS & 2 m A EL SR I S GE T K .

JufER R ), A3 R E] 5 [ ek B (Physically Unclonable Function, PUF)# 51 N 51 35% T HA 5] i 28 1
SRR S INIER R, O IRBE R B 2 4 55T S il PRI A T Br . PUF I R A it i 7% v il
BUE BB ROW A EE 22 5, AR & SR At — HOAN v I B AE, nT gl o i & 2 T “ AR e 807
[8]. It PUF 1EAFAHAE I %, T LAEARIIE 5 A7 2 (0 15 00 T shas ™= A FAEH, AT E
G AL KSR LRAT ARV o D81 2 BH DR A 1T 3 350 ) i 3 XU [9] - PUF 11 % R A0SR T 18 5 1) [ 47 B
P, R 2R RE 45 i, ook @B e = H RIS R M N . PUF 1) — NS0 38 E T Hoxd
B NPRAR Y AU, RE AR R AMIE, PUF St P8R AR RN . 3T X —45E, F—H
JAT AAEAS R R Ge 88 FH 3 st bod ik A E Bk AN . ShAS AR pe e B ST HME— I AAEH . X FLHA
RO G 1A% S5 B A DA IE A R RAEH A 5248 P T 5 S e R e AR . BT, A P IR — PUF &4
FCRAVEH, IS A R BRI M AS B RIARLER, SR REh I B AR A BT, TeiEdE I —
bt R A G AR R R S B . Rk, PUR AUE5E T RS ERME—, Bt T 2%
T S B B AIBE AR, BRI 1 B AR 5 A Y IEAR R W 22 A Pt AN B i e 77 o [EI, ZENIE DT FFH PUF
FERRONIETT A 8], AN R DAIE 77 0 B0 B P A4 0 1R — B R T B A 8E B & A A . RIS 2 [H
—ANBENUETT, FAEAFHAE DT A B A TGIER OGRS . Rk, B ok 25 X B B 78 e 7 9%
FLOCNIE 7 BE R AR R, BT 0 M PUF MRS GIE, BT Nk iE S 5iE, Aa
BBk T A IER S B IR, BRI T S0 E REE N e EE. 45, PUF fEEET
A I3 1 28 1 B 0 A I S UGIE AR 2R R [10], AMUMARA E32TH T REA 2 etk SME—1%, 7 S s B
FIBSA GRS 7 R AE T OS8AER, AME LT OME . ZeE 1 S UAENLHIIREE TR g R T & .

BRI, ASCERH 7 —FP T PUF [ E O B s IR S INIETT R, TCRRAFERAH, (EE— I iETs
TEASRIRAUE 7 A AT 2 AN [ A RAEH XS, WTT A 202 il D] 415 JE B 52450 P v 880 P 4 P ok UG o 1%
HREAMUEHTHF, WiEH TR WM RS REBRFEZM S0 ik, B&ZrEits
P, AW FETTERU T

1) Wit —Fhia A T AR SR IR A OTVE, A E— IR TT AR B2 AN TG S I HLAE DA P i ) 5
PIpriss

2) M EP S INIETT S, ZJ7EE S PUF SHRE M2k, 208 o brdod # 1 6e
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2. AREI
FUF PUF (SR 2 B P S bR AL W 25 P A B G BLB, 3 F T 2 by B0 2
T, AN I R G AT S S E T R LB T RS I A L

Table 1. Symbol meaning
=L HSAX

iR &

sk FhH

pk YN

G L PP HE =

Q I 28 B
PUF(*) PUF &%
HASH(*) W7 B

u H 4

c Pk

2.1. &t BHHRIR

2SR R IR BT O L B AN R S AR O R B bR iR, P B O A
B ATBLE FSE I HIAEA RIS 5 1 S be il

2.1.1. EFFBEER

PRI CLE RS 5 G0 b5 AR RO RSO T 25 S LB, DS AP R AT 4% 1) 40 5 B,
v B 38 5 P F M o P I BRI AR T R 2, HL T N A L B SR — PR AR IR (0 B AIE 5 55,
RN GV IE I FR R LT s 1 e A ORBE A BRI B b B R B s RS . R, BT AFEZ ST
FH P AT AR 75 2R 2 3 F4 T AS [5] 0 B8 0028 &, i AR 0 [ 7 B — A, X AT DA A0 G R UL B T
FE CHEET W, kG0 A S RIS Ak B AL .

2.1.2. BiEaE

D DR JE ST SR XA R SR A B S S TS B g8 — AL AR B, 5 B S oxt P BB 46 0 5 ) Hcdle
BEAT R ERERAE . BRI S, ZBREEEPEE TR RRS 5SS ELETR, IR A RS ol
“bR A, DARIIE G SRS — Btk 5 T R IE SRR T, W B iZ A B B

£ BBV BRSE A, WA RBCEHE AT 1B AL S a5 . R IRIZ R IR TE, & EX A 2 51
AR TUEAT A BES S AL PR, RIVGERLAE e sm b “0” H9T7 3, A BT S T it — 0 4 B2 5 e I e I
REF—20 JFBAHAT FREUE . B RGPS A EE T, JE AT 7 B8R

NHRBEHUYE, BHAEDT B 1D VNS i i ss PUF B,  HiZe b R pld i e i 45 ROR A
8, 5 RS AR BT B, TS B B & RS A S B\ mu. 2B OR 1 RIVE/E Rl sk 2k
MEOL R, hReIE R ENLR AR A I e it IR H, B TARER P A 1 PUF ANE, 13 5445
IR ASHAR AR, I SR A BEALE A A T .

2.1.3. BHHRRER
RIS, S HBATEAR, JETFEME A h=HASH (1) o K h HINF] PUF th, Fifdftres
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BH. RERHPARNULIFAR PUF, BRI EFTAFEATEATE S, RS Ae 35T A2 ok (R R FASH
T B AUE . SRJ5 TR th 2 85 0 2% 2E lont LI A 8H, B
sk =PUF(h) (1)
pk =sk *G (2)
B, A33AHTAFE S b SRR (sk, pk) o
2.2. BipEMRIE
Bl 1 B S M AR S EAE AR, R ELR R AIE T AR IE S IAIE T,
M 56 BCS 3 A5 2 B S UGERE S o AHNIE B IR S SUGIEERERT, 5 3 i i B AR AR 4~ Gk
PUF, N#EMAIE 731 11 PUF,  PUF, AAIE 5 #4 ) PUF):
1) BENET BTG rbril, IFRVGET ROREE 2 5 APREE, BIHE {u, pk} .
2) IR ERE, HH
P = PUF, ( pk) (3)
fEfifu AP, BT PUF AN RIS REde i, (6 FH A A A 7 20, T —# A ey, ANRIGIETS
FITARAT 1 8 ASAH [R] o 3 A 75 0t 3 ARl 1ok B8 e A E 77 500 P22 1 A B R ST it T ot 4 TR I K RO o

VS S bR iR (sk, pk)

R3% {u, pk}

THETPHAF i u AP

Figure 1. Identity registration flowchart

1. SEERRIEE

ELSOrFRIR (sk, pk)
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Figure 2. ldentity authentication flowchart
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2.3. BUHAIERTE
BRI A T PUF FIGE 2, el m i S0 aiE. & 2 Fis S dERmE. Bikss
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PR~ (Herh PUR, AE TG 1 PUF,  PUF, AAIE 7 #5 1) PUF):

1) BOAIED BT R SRR, JFRRAE S RIEEE R AR AHIIE S, B {u, pk} .

2) WIEF BRI ZAE RS, RE AR, BT PUF, (pk) JR¥ 545 1 5 W20 P AT
boo & =B A—2, MU RPAIET AN, BT EUEE P A AR, BIVGERN: #—2,
GREEFEAT A INE,  BVAE 5 AR O R % — AN BEALBRR {c} £ B AIE Ty .

3) BEUE U BBk S, R A AL

k = PUF, (u)PUF,(c)modq 4)

T FEAEBY 1 PUF ROBENLIEREIE, TR 23R T 7 RENLE I RENLYE . I, TS RE b, iZEEhL
GV ACRIE R ¢ BATHE, R A IIER T NZMETT S 5 AR EE R BET 1. Bkt

W RFRT T AT RO BBGG RS, AR E R 2 e . FRIFENEUSE K BONIE T T4
8

kG =(x.¥;) ®)

e = HASH (c) (6)

r=xmodq @)

s=k™(e+r-sk)modq (8)

BRI RUR, WO 4 B R A AT (r,s) .
4y EJT BRI I R, AT IR AT

e=HASH (c) ©)
u, =es'modq (10)
u,=rs"'modq (11)
U -G+u,- pk=(X,Y,) (12)

WAE WA r = x, mod q & TSR . AL, WRAERID; S, YRR, 45
2.4, LI 5I8EE AR

RNEEFTHE T R RAT Y, A SCHE AR SEIG IR R AT TP S SR . SREG TR F 1) PUF
SRAMPUF i%#%, f#/f CiE5eHl, L P-256 HH[F #iZk. SHA-256 M5 7 BRS80S FE. @
{5384y H T Winsock #REL B 7RO, LI b5 k5588 2 18 &5 90 AEAS B
3. Mo

T ATHVEAG A T R IAE B S8, A SONAEE AT 5 RACIE P A 2 T gk T4
M. AR, EEMNCLNLEE RIS . TN e ). PrisERGEEE . fith
&R IR P E AR e . TR AAIE A 7 T, A SCAE B Scyther T H S Hpis () 5C8 2 4= JE@ M b A7 4
P HZh IR, DA CR AR 45 2 T EL 4% ™ 25 1 22 A R P
3.1 EERLDHH

311 MERNFHERE
FEAEGGIER G, APLEF BN BIFAFAEAE NP R, BRI 5 2 2% 5 sh Bt i
JEH o 12 77 O I AR B W S RO R R G, A B A BE LA B £ % (Dynamic Random Access
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Memory, DRAM){E A IR [8] P #df AN 58 4 R REIE, W IRE WAF IR B IRAAE 2. — BIGE )
GYHAAE, A wT Dyacs F 7 B 4 B St ve PR, 0 R 8 2 VR ™ BB [11] . TIAEATT Zh, Sidn
R A AR R JOMIEE FE Pl S A, ISR A AE, AARAS LR T e 22 4

3.1.2. HHiEERE

i Bl A P AE 2T & R E R AT B A Y ST AT N R [12]. T PUF BT EA HIREAL
PERFIE, BEWSA AR IRILRBGE XS . BT, R PUF (NS G AR, Hda it e kA B4
A, XA AR TN, HAESETE B T 200 A . PUF it A s BEREATLPE A D) 1 AS RS A Bixst
I 1 7 2 A A 4 2 ] o S B B B AR AR S e IR IR AN 2 BRI 1 B A L
HAFBOL I PUF AT NI AT RENE, oy yi i e Bk S0 1 20 s &6

3.1.3. #EmihERE

Wit i@t i Ak A P I S bl RS YGENLH], A 3RS RGE VR IRIE D I [13]. A
U5 ZIEI G B 05 RS PUF W& FI R AT 384052, SRIRMIL R O is et . A #0E — A%
&) PUF, HAGHARNKI PUF && R84 SR 200 S bR iR, AR S 00 A IE (i — 1 5 A AT fhdd k.
PUF i $ U 76 il i 2 o AR T I SO A B L 22 5, A LA s M — PRI B2 FR L. X
BT SR T2 w2 P AL BN B, BE TGV S I A S A B TR, 3 DA B ) LR AT
S, g R B fE— 1 SRR E . KT PUF TR AL, AR 2 TH Se Bl 7 S E
WA B CEREPE A AR B TR 1 22 A 3R, A RUPRIT T S s MR AR B 2

3.14. HUMERBE

JUE Yk # TovE Dt A S HIE RO , R A AEE I A 3 RO AT G EE , B R AR
TSI it F JROA T [14] 0 N BT 28I, 20U A AR S 2 P T A 1 BN E S . AR B rAiIE
7 it Bkak ¢ T4, HAEUESSE A R PR ¢, MIRA B 7iE B MESMAH. ik,
B4 RE R BT FHBEHLAL k AR BURHE T PUF 8245, E—D3aos 7 L pEMLIE S —, A RET T X H K
BB HCHIRE S . BRI, fEAT R, HER RS RUE R R kR ¢ S AHRIR,  teT DU EIHEHT
L

3.2. e {LIERR

AT BRI B e, ARSCRH T IHEE R 8 TH Scyther [15], % T..H H Cas Cremers Jf
K, FEIHET Dolev-Yao FAU P 22 & AT RAIE . BRI 22 2 PR TE 5 XML, se Al
MR . PR B 2 M s, IR DURT AL T B R B 545 Seyther SCRFICIR 23 16 56 1E A1 22 1
WIHAT /i, R B2 s R A, Aok RSB E R, &6 25 078> BB =77
B A BT N T A BB E . IR DA R S R A, S B P AR I 2
ELTIIE R

AAE Scyther HT 7 SRRHATEAL, BE T RNEAE S A A RORBEOMIET, Mt B RRIAE
77 o % Scyther T H X FAAY I SCHF AT — 5 IR, A SO 77 b ) PUF R & R 90 7 BB 3
H A B NS 5 REPr iR @i, B ¥ E Secret FHRAIGIE S S &1 HMPL S 2 e, &
B Alive 75 B 3G UE IS 0 77 & B L S 5 P AT . 04 R B Scyther TR 78 il A 5 Mok
AR IR X B HR A A R BR A R W2 SR & 1) 22 4 BT E WISL (Windows Subsystem
for Linux) #5535 1) Scyther T H KA A BT HI(GUI SCHF,  sile sl B 3 Bl i dp AT H Al H &
SHTHEATIAIE . Scyther T B A H45 Fn=l 3 firs .
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Figure 3. Analysis results of the Scyther
[& 3. Scyther TE D H&ERE

4. MRMRSEEIAR

AR PR IR G IE TS S 0] A2 38 F 2% B S b o AR o BLRS 2 05 A B BB I R T
& SR S RSB R .

4.1. pRiEE

B BT A5 SAC MR BRI PR A e, BURER BB 20 5I N KR B T s, Qi m] o S R
AL R MBI Z O R AR 2 0 S o X B 75 RE B It I T 2 I 4 S ISR A B 1 AR A
5, TR EUEE R B b o m R T T SR, AT SEILE AR W, B RETUE 5 AR T .

EAEL T R 5t b BAT UR BB Rl B MO K Hr A0 02, BRBE AN B A, B
HAMEBE R, Kt SR AR, WS BRI, oA s R s 5 AR
e B SN AR EHE, BTN NBURE R, AR F BB A T RE 51 R BT FRCS AR RS IS A
HIREZA, TBALHm o X T IMBE, W5, thit. B8, K, w57 —ABE2e 4l 5 U & aum
S OrARR S VAR, xR BT BN R L AT AR 84T BAT R

BUBRM 7 A T Z A ] = A7 BeR AT (A, R RO HE SR e I T
A ot A A0 4 R I s AR ARG 0 AR 7 P ) R I S

4.2. BpRiRE TR

PO EMACES, HP A BEEFEHP ID. TSRS ID fENERS O RIRIER, B <A
+ 12312341234 + LR, FFRRAEEMABI T APIER PUR H. PUFR XS “A” iH5 135 data,
FEHEXT “A+12312341234 + LRI +data” HEATURE, HESRIE NP ARV sk, FEIFEARI
A8 pky» AREIRF A A I UGB R DA A I B bR iR (sky, pky ) -

g%, P A BERER T ID. GUHESFE& ID /EAERS ARG R, B “A+
111111200001018888 + ML k1t” , JEZERIEUN FIRAHE A B, A2 A LR TH & ] BLSE AT
B FRIR (sk,, pk,) o

S F AR &, P A A RSB F ID. YR FKEEEREAT 1P Huhk {5 4 B S bR iR S
B, B YA+ 5+ E +192.168.1.1007 , JELERICH_ERAHIREIRR IR, GBI A A MU0 i A5 &
R DU F 0 S A3 AR sk, pky )

S AR IR A B R, FEAN R A B4 R S AR IR IR AN AR R, 2 0 e A L B 25 2K T 45 R Vit
HAR 2 B TR OB IS ) A B AR I AZ M R, IR L T AR e

4.3. BHAER RiRiE

P A B ARG B A, B A A B PUR, A& 44 AN A B0 v A e e, A
M B CHH PUR, I R, JFAEEHI P AR R, .
2 Ja SEAE AL IR, P AR 1D, FHLS A1 1D R PUFR, 1, 1 PUR, A0

DOI: 10.12677/airr.2026.151022 229 PNER ST IR YN


https://doi.org/10.12677/airr.2026.151022

A

YRR RO B IR %, WA IRIE AP RIHERTE, JR4 T A KIE— AN BENLBER, RE T A TS
BAIFRBRRIERS, RE BSR4, SEXTTHT B NE, SRS AR .

FHP A FEAS P I Hs A0 A B0 (SCGEAT B B AR IS thh AT A B3 RIRE A 3R 4

P A TR B BRI A S BEAT A0, T2 AR A0 P T SR 20, PRI IR ANAF £ P A7 it 1
ek, BT PUF RAMGRIEENIYE, CLEHT A AR PUR RAARNATUMEM, Bk mr BUA Rakat
G WS AEAFERMELRESRZ M A REARKPES, I HA A TR KB RETON
T PUF MIBENURAE, FRAR T BSOS A AT e

44. IJERELE

B 24— P T A B A i 22 R, AT T RRE 0 B s, MRS B sk I T4
VEREE, TR BN, Bk AR R N, DR T AL S
(R 2 44 B4 Eh R X SRR IR A IR IAT . AT, FESERRRLF R, U728 4 1k FOm s Ik b DAL
H5 RV TR B G FRIR, KRG MR ALV LE () 22 A R {8100, 50 P eho BB £ Yk 4 BB S R 4511
Bz A SRR TS M, FTRE SR P 2548 Dyt LA B S50Hm B 50 te i L, 5 v Lo LR 2 T
PG BT Y, IR RS BUEAME ARSI, e, 7 BTG O A I S R4 AL
i, T E PRI PUF AR 2 S bR, AR bRl e, TR v 5 s S A R e 3 s
Pl NI 2R ARAIE 42 A 1 4R T 2R 4000 22 oh 0o fb S i

M RS E R B AR BT M R N . B A T B T M — i
WFRIN, RGREETERT AL ARG . S it K EAGE  FI, (RE A E R AR 7 2
5. B4

ASCHE T — T PUF B S b WL RS S AIETTE, AMUGE R T 2RI 5, E )
B N & BRI 2 R AR B0 BT K o %528 AE AN [R] R GE 8] DR By b R R e —
SCHL S A5 S BB 5 5 B ), JF AT CABhAS A e B, A RO S A B DR A i g o B i e Uy . )
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