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摘  要 

数字政府自动化决策在提升政务效率的同时，也因其技术特性引发了程序正当性、权力结构异化及法律

规制滞后三重法治风险。这些风险根源于技术工具理性与法律价值理性的内在冲突。本文主张构建法律

价值引领下的双轨规制框架：技术层面需强化数据安全与算法透明度、公平性；法律层面则需明确自动

化决策的适用边界，并将公开、公平、基本权利保障三大原则嵌入技术应用全流程，通过立法分层赋责、

算法再造嵌入正义参数、建立问责机制等路径实现。最终强调“法律为体、技术为用”的治理逻辑，确

保数字政府自动化决策在法治轨道上运行。 
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Abstract 
While automated decision-making in digital governments enhances administrative efficiency, its 
technical characteristics also trigger threefold rule-of-law risks: procedural legitimacy issues, al-
ienation of power structures, and lagging legal regulations. These risks stem from the inherent con-
flict between technical instrumental rationality and legal value rationality. This paper proposes 
constructing a dual-track regulatory framework guided by legal values: technically, it is necessary 
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to strengthen data security, algorithmic transparency, and fairness; legally, it is essential to clarify 
the applicable boundaries of automated decision-making and embed the three principles of open-
ness, fairness, and fundamental rights protection throughout the entire process of technical appli-
cation. This can be achieved through paths such as hierarchical legislative responsibility, reengi-
neering algorithms to embed justice parameters, and establishing accountability mechanisms. The 
study ultimately emphasizes the governance logic of “law as the essence, technology as the means” 
to ensure that automated decision-making in digital governments operates within the orbit of the 
rule of law. 
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1. 引言 

在“数字化时代”中，数字技术已经广泛应用于国家和社会治理，通过 2022 年 6 月发布的《国务院

关于加强数字政府建设的指导意见》(国发〔2022〕14 号文件，以下简称《意见》)中可以明确了解，建设

协同高效的数字政府的过程中，随着行政治理方式的升级的同时也要构建科学安全的保障体系对风险进

行安全预警及保障。当一种治理技术包含着数字权力和行政权力时——“数据治理”这种模式就出现了。

“数据治理”目前作为一种新型治理范式，其本质是将权力运行机制深度嵌入数据处理与算法应用体系

之中[1]。其已突破理论设想范畴，成为大数据时代国家治理体系与社会治理格局中的基础性要素，重塑

着现代治理的权力结构与运行逻辑。 
政府的自动化决策就属于“数据治理”手段的一种，随着大数据、人工智能等技术的进步和深度应

用，自动化决策能够显著的提升政府的政务效率。目前，我国数字政府自动化决策已从技术实验上升为

治理常态。然而，硬币的另一面，技术带来便利的同时，也隐藏着传统行政法治原则的消减风险，看似

简便快捷的技术手段，在其运行的步骤中带来的风险也如影随形，例如，在新冠疫情期间，健康码的健

康认证为复工复产带来了贡献，但“码治理”管控的过程中何尝不是在构建一个海量数据的利维坦？[2]
算法决策的过程中也不容忽视的误判隐患。以儋州市为例，一位八旬老人在完成高龄补贴审查认证后，

系统误判机制触发“被死亡”状态，致使其连续四个月未能领取补贴[3]。当算法决策出现此类失误时，

若行政主体仅以“系统故障”为由推卸责任，而未能对错误的逻辑推演过程作出合理解释，显然难以形

成自洽的责任说明。本文将从政府自动化决策中产生的数据风险问题进行分析，提出在将技术如何应用

于自动化决策中并且在应用的过程中将会给传统的行政法治带来何种风险？并通过将法律的价值理性融

入技术的工具理性来进行解决问题的提议，并通过案例分析法研究，为数字政府自动化决策的法治化提

供兼具创新性与可行性的理论路径。 

2. 技术导致的算法风险 

技术工具理性作为马克斯・韦伯理性二分法的核心范畴，其本质是将技术简化为价值中立的工具系

统，以“手段–目的”的量化逻辑追求效率最大化。这种理性化思维在技术验证领域表现为：通过标准

化程序将抽象法律原则转化为可计算的技术指标，进而实现自动化决策系统的结构性安全。然而，韦伯
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的理论警示我们，这种工具理性主导的技术验证存在内在局限——当技术指标成为唯一合法性标准时，

行政价值理性往往被工具化的效率逻辑遮蔽，形成“理性化悖论”。本文将从数据采集、算法歧视以下

两个维度阐明技术本身对自动化决策的规制手段及局限。 

2.1. 数据采集：原始数据防篡改技术框架 

《数据安全法》第二十七条规定了数据处理者要建立健全全流程数据安全管理制度，采取相应的技

术措施和其他必要措施保障数据安全，并要求重要数据的处理者应当明确数据安全负责人和管理机构，

落实数据安全保护责任。由此规定，在数据层使用技术手段来保障数据的完整性和技术性的技术已经趋

于成熟，例如在数据采集阶段，通过建立基于哈希值校验的防篡改体系，该体系通过运用不可逆的哈希

算法对原始数据进行运算，生成具有唯一性和确定性的数字指纹也可称为哈希值，形成可追溯的数据锚

定链。同时任何对数据的增删改操作均会导致哈希值发生实质性变化，从而在技术层面实现数据篡改的

可识别性[4]。该技术可校验机制贯穿数据传输、存储的全生命周期，若校验未通过，则表明数据存在异

常变更，可能涉及《数据安全法》第二十一条涉及的未经授权的篡改、破坏、泄露行为。 
但是随着量子技术迭代演进，哈希函数在抗碰撞性能与原像攻击防御层面的固有缺陷日益凸显。因

此对于防止数据碰撞来保证数据安全仍然是较为复杂的问题[5]。从数据安全保护的法律规制视角出发，

如何通过技术合规路径防范哈希碰撞风险，以维系数据完整性与系统安全性，仍属兼具技术复杂性与法

律挑战性的实务难题。 

2.2. 算法歧视：构建算法公平框架 

算法歧视的成因具有多元源性，首先是数据源污染导致偏差的复制与固化，算法依赖的训练数据若

存在选择性采集偏差或历史性歧视烙印，会系统性习得并强化非公平模式，造成对弱势群体的结构性排

斥。其次是价值感知盲区引发的情境化伦理缺失，算法缺乏对复杂社会情境的价值解码能力，无法理解

法律“合理必要”原则或道德“比例均衡”要求，在决策中忽视个案特殊性与文化多样性，导致机械适用

规则的实质不公。 
此外，黑箱决策效应消解了可验证性，其高度不透明的决策过程形成监督屏障，外部难以验证决策

依据，使隐蔽性歧视因可追溯性缺失而无法识别与矫正。最后是动态响应迟滞带来的社会变迁适应性困

境，算法模型的路径依赖保守性倾向于固化既有模式，面对社会观念演进或新型权利诉求时，因迭代惰

性难以快速调适导致滞后性歧视[6]。 
在技术领域，较为简单粗暴的方式就是直接将敏感因素排除以追求算法公平，但是这种方式存在局

限：一方面，敏感属性常隐含于非敏感属性(如排除性别字段但算法可能通过姓名语义分析隐含性别特征)，
致歧视性决策以“去标识化”形式延续；另一方面，盲法决策忽视属性间潜在关联，易产生次优结果[7]。
实践中，敏感属性常通过与非敏感特征的社会结构性关联间接介入决策，此与《个人信息保护法》“去

标识化信息仍可能通过关联恢复身份”的监管逻辑一致——仅形式排除敏感字段，忽视特征间语义或结

构性关联，技术处理虽能降低直接识别风险，但敏感属性的社会结构性关联、技术发展的动态性以及数

据利用场景的复杂性，使得去标识化数据仍可能通过间接特征或外部信息被重新识别，仍会引发公平性

风险[8]。 

3. 自动化决策下行政程序的法治风险 

政府的自动化决策是一个包含多环节的复合体系，从数据收集并聚合出发，对收集到的数据进行分

辨以及预处理，从算法对模型进行进行分析从而生成决策到决策执行及其动态反馈。在数据从收集并处
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理的过程中，可能出现的法治风险包括程序正义的消解、权力异化、责任归属模糊、数据安全风险、法

律规制滞后等。 

3.1. 程序正当性风险：算法决策对传统行政法治原则的消解 

当生成式人工智能技术嵌入行政决策体系时，公众之知情权利或因算法非透明化而难获充分保障。

于生成式人工智能自动化算法决策所具之专业性与复杂性语境下，生成式人工智能算法本身具有不透明

性以及难以解释性，从而导致行政相对人之算法知情权利等法益，或面临被消弭之风险[9]。算法决策对

传统法治原则的消解以下将从规则，理由，价值三方面展开论述。 
法律以公平、秩序为价值导向，而技术以效率、创新为核心追求，首先法律是一种“规则之治”，行

政法治以事先制定并公开的法律规则为根基，该规则体系以自然语言为载体，具备社会主体可认知的规

范属性，构成法治运行的底层逻辑架构。而数治模式以大数据、代码、算法为技术底座，此类技术性规

则，因高度依赖专业技术知识，形成非专业主体难以穿透的认知壁垒。 
其次法治是一种“理由之治”，行政法治需要展现其所做的行政行为的法律程序事实与理由，从而

将法律规则的形式理性转化为以公共理由为支撑的实践理性[10]。但在数治场景中，数据处理与算法决策

依托技术系统形成封闭自足的运行闭环，算法本身被赋予决策理由的正当性，代码逻辑被等同于法律规

范。这种技术性决策模式虽然大幅提升了效率但实质上消解了行政主体在行政权力行使过程中负有的程

序公开、公平竞争、说明理由等法定职责。 
而在“价值之治”方面，行政法律的价值在于保障行政相对人的尊严和权利，规范公权力的运行，

而数治则侧重治理效率与工具维度方面的考量。在此语境下，工具理性与价值理性将必然存在冲突[11]。
上述现象揭示了数治模式与行政法治在规则载体、程序逻辑、权力正当性基础等层面的深层矛盾，如何

将法律的价值嵌入进数据治理体系的过程中，凸显了数字时代技术治理对传统法治范式的挑战。 

3.2. 权力结构异化风险：技术依赖导致的行政权能外溢 

对数字时代的治理主体、治理结构及治理工具的研究，需突破传统以国家组织为单一视角的治理分

析框架，将资本力量、技术要素与权力运行的融合共生关系纳入治理生态的考察范畴。目前，算法系统

的开发与运维高度依赖技术企业，形成“企业设定规则–政府执行决策”的权力异化链条。 
在传统治理框架下，政府通常被视为唯一或核心的权力主体角色，其在治理体系中的主导地位具有

鲜明的单一性特征。然而进入数字时代，掌握数据资源与技术能力的资本主体，通过技术赋能与资本运

作的双重路径，形成了兼具经济权力与技术权力双重属性的新型治理力量，对以国家为中心的传统治理

权力配置格局产生结构性冲击[12]。 
具体而言，技术受算法影响颇深，算法虽以客观技术工具的面目呈现，但其规则设计过程天生会受

到一些因素的影响，由此导致对特定群体的系统性歧视。以法国国家家庭津贴基金歧视性算法案为例，

该基金自 2010 年起，使用一套风险评分算法来识别可能进行福利金(家庭与住房补助)欺诈的对象，对申

请人进行 0 到 1 的风险评分。2024 年，人权组织通过分析算法源码揭露，该系统对身心障碍者、单亲家

长、低收入者、失业者及居住于弱势地区者等社会边缘群体表现出系统性怀疑，评分更高，使其更易被

调查。这直接侵犯了平等与非歧视的权利，历史数据的性别偏差通过算法放大，揭示了“数据偏见→算

法歧视→社会不公”的传导链条，凸显技术伦理嵌入的必要性[13]。 
在另一方面，掌握算法核心技术的主体实际上成为数字规则的制定者，形成其他主体难以逾越的技

术优势地位，进而可能衍生出新型的权力支配关系。数字行政的革新并非局限于行政技术层面的迭代升

级，其本质是治理模式从科层制向技术向权力复合型范式的系统性转变，涉及治理主体多元化、治理结
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构网络化及治理工具智能化的多维重构。 

3.3. 法律规制滞后风险：规范体系与技术创新间的结构性脱节 

法律规制滞后风险的核心症结在于规范体系与技术创新间的结构性脱节，其本质是法律调整的静态

性与技术发展的动态性之间的矛盾。这一矛盾可从以下维度展开阐释。 
技术创新具有快速迭代特性，而法律修订需经提案、审议、表决等严格程序，导致制度更新滞后于

技术发展，“技术跑赢法律”的常态导致规制真空频现。例如，数据收集者、算法设计者、模型训练者等

多方主体共同参与 AI 开发与使用，侵权行为常为多环节累积的结果。传统侵权法“近因原则”难以追溯

具体责任节点[14]。 
生成式人工智能技术虽具备传统技术所无的深度机器学习与情境交互能力，然其算法架构的高度复

杂性与非透明性，并未因技术迭代而得到有效消解，反而在主体认知差异与技术分工的现实语境下，形

成决策与相对人之间的“数字鸿沟”[15]。例如，在机关作出决策决定后，社会公众有权依据监督权，知

情权以及程序正义原则对算法所做出的决定进行问责。然而，算法的动态运算机制与非可视化决策逻辑，

导致行政决策行为在法律层面呈现不可解释性特征，算法黑箱会使行政公开原则难以实现。既对行政合

理性原则进行了冲击，亦对决策公信力的生成基础构成了挑战。 

4. 自动化决策下行政程序的法律规制 

从上述内容可以看出，数字政府自动化决策的快速发展，暴露了技术理性与法律价值的深层矛盾。

基于技术缺陷与法律滞后性的双重破解路径。传统“技术中立论”或“法律至上论”的单向规制路径均

难以应对算法黑箱、责任真空等复合风险。哈特指出：法律体系由第一性义务规则与第二性承认规则、

改变规则、审判规则构成。技术措施作为工具性规则，其效力来源于法律的授权与认可[16]。例如，欧盟

《通用数据保护条例》(以下简称 GDPR)第 32 条要求数据控制者采取的“适当的技术和措施”，但是这

些措施必须符合法律预先设立的“完整性，保密性，可用性”标准。 

4.1. 公开原则：算法黑箱侵蚀公信力 

人工智能系统运行中的“黑箱效应”使其决策逻辑对公民及行政管理者均处于高度不透明状态，引

发双重治理困境：一方面，公众因无法洞悉算法决策依据与过程而导致监督机制失效，传统“权力授予

–责任承担”的民主控权逻辑被架空，民主正当性链条断裂；另一方面，当算法决策错误侵害公民权益

时，因缺乏清晰决策轨迹记录，难以定位数据污染、参数偏差或规则缺陷等具体故障环节，导致追责与

权利救济路径阻塞。 
数字政府自动化决策的双轨规制模型，本质上是技术工具理性与法律价值理性的制度性耦合。二者

并非简单叠加，而是通过规范传导机制形成治理合力，技术验证为法律确认提供客观化的合规性依据，

法律确认为技术验证注入正当性评价标准，最终实现“技术合规”与“法律合法”的双重治理目标。通

过行政公开原则指导来实现算法决策，原理和运行机制的透明化，实现数据质量全周期管理，例如广东

省海珠区“四网融合”模式，通过“云、数、网、端、视”基础设施融合，构建政务数据全链条治理体

系。在数据聚合阶段，要求对非结构化公文进行语义标注与去噪处理，消除历史数据偏见(如保障房分配

中的地域歧视)，并通过区块链技术实现数据溯源，确保训练数据合法性[17]。 
在法律层面上要强化立法对算法决策公正性与透明性的保障，需重点推进自动化行政适用边界的科

学界定机制建设：一方面遵循有限适用原则，对事实清晰、流程固化且争议性低的行政事务，可授权自

动化系统处理以提升行政效能[18]；另一方面坚守裁量权保留原则，对涉及复杂价值权衡或需结合事实与

规范深度研判的事项，严格限制全自动决策，因为算法依赖历史数据的线性推演难以应对个案特殊性，

https://doi.org/10.12677/ds.2026.122041


杜帛文 
 

 

DOI: 10.12677/ds.2026.122041 50 争议解决 
 

且缺乏对情境化因素的灵活考量能力，易导致裁量空间被刚性压缩[19]。为此，立法应明确要求在存在裁

量余地的行政领域，算法仅承担数据筛查、风险初判等辅助性功能，最终决策权由行政人员保留，确保

个案正义与裁量权的合理行使。 

4.2. 公平原则：算法歧视消解权利平等 

人工智能技术处理的原理天然就容易导致歧视性。例如，输入参数的规范性失衡，可能引发差别性

法律后果。歧视也可能源于分类机制的本质性偏差，即通过算法对不同主体实施差别化法律对待。在特

定的应用场景下对算法模型的滥用行为，亦可能导致歧视性法律后果的产生[20]。 
而公平原则作为基本法的核心价值，首先，为了消弭公共部门算法决策的歧视风险使用立法框架进

行分层赋责。对内建立权责统一的归责链条，通过立法框架赋责，明确开发者、部署者、运营者的分层

责任，包括要求训练集覆盖多元群体样本、对历史歧视数据实施偏差校正权重的数据治理义务，其次可

以基于算法公平理念制定的“受保护特征清单”，需兼顾特定行业领域与高风险场景的差异化规范需求，

同时吸纳既有算法公平技术规范之一般性要求，实现“定制化”规制与“标准化”指引的有机统一[21]。
通过法律编码与算法再造的深度融合实现动态调适，在执法算法中增设“合理必要”“比例原则”等法

律判断模块，将法律的价值融入技术中以嵌入正义参数，建立算法效能与公平性双重评估体系。最后应

当建立算法行政问责机制，算法行政问责系指行政主体及其工作人员就其算法行政决策行为，接受问责

主体之质询，对决策目的、依据、结果及相关行政行为作出合理解释及说明，并依法承担相应责任之制

度，其宗旨在于促使行政主体审慎行使算法行政职权。赋予公民对算法结论的实质性质询权、要求作出

行政行为的主体或者可使用技术查询的系统作出理由以保障异议权以及决策的透明度，同时注重技术正

义的持续形塑[22]。 

4.3. 基本权利原则：数据聚合加重权利失衡 

按照安东尼·吉登斯的观点，在算法监控与网络战时代，国家的暴力形态正在重塑，更提出了当监

控技术与军事力量结合时，自由与安全的平衡可能被彻底打破[23]。目前从权力配置维度观之，国家行政

系统依托法定行政权能及公共财政资源优势，在信息技术运用中占据绝对主导地位。其可通过数字化技

术手段，对公民个人信息实施全方位采集与结构化存储，对社会主体行为进行全流程动态监管，进而构

建高效运转的数字化监控体系。如若不对其进行规制，国家机器就会形成一个高速运转的“数字利维坦”。 
目前，算法化治理对公民基本权利体系构成多维挑战，其威胁本质源于技术逻辑与法律价值的冲突。

例如，为构建智能化信用监管体系，我国构建统一社会信用代码制度，以公民身份证号码与组织机构代

码为基础实现主体身份数字化，该代码对主体身份识别具有唯一性、真实性与准确性，可满足信用记录

长期性、连续性及完整性要求。在此前提下，各行政部门改造业务系统，搭建社会信用信息共享平台，

并与智慧审批、网上执法、公共资源交易等平台实现自动对接，通过自动比对、拦截、监督、惩戒及反馈

等机制，有效拓展算法规制的横向治理边界[24]。 
国家监控和公民的权利保障属于共生结构，信息技术聚合导致国家行政权力暴力扩张但另一方面公

民却无法通过数字技术实现其民主性从而制衡国家权力[25]。针对该现象，首先根据多元协同治理理论视

域，社会各主体参与治理具备独特制度优势，不仅能够充分激发多元主体的能动作用，还可通过协同机

制弥补单一治理模式的漏洞。其次根据传统理论，立法权，司法权，行政权相互制约才能更好地保护国

家的结构，面对行政权的扩张，从立法实践来看，我国借助《民法典》《数据安全法》《个人信息保护

法》等法律法规，为个体设定了相应权利，以此形成制衡日益扩张的算法权力的法治力量[26]。 
总之，法律价值的技术化实现并非空泛之论。技术可类比拉图尔所探讨的“柏林钥匙”——该钥匙
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构造要求使用者必须依特定程式完成“插入–转动–推门”的动作，且锁门亦需遵循预设的钥匙操作逻

辑。此过程揭示：技术设备作为设计者规范意涵的物化载体，通过物理结构强制形成使用者与设计者之

间的互动范式，恰似将预设的行为模式编码于技术规则之中，使主体需按既定路径完成交互。这一机制

为法律价值的技术化规制提供技术可通过结构化设计实现规范意图的具象化传导的隐喻[27]。 

5. 结语 

技术所带来的变革是惊人的，但是随之而来的风险是特殊的，它所给予的风险并不在物理层面，这

种危险更像是慢性的，不为人知地侵犯着人们的权利和尊严。技术已无处不在影响人类的生活，一方面

数字权力能从积极方面带给社会生活较大便利，在制度建构层面，需构建以法律原则为内核的算法治理

框架，将公平原则、公开原则等法治精神嵌入技术应用全流程，形成技术创新与法律规制的动态平衡机

制。技术开发应回归工具理性定位，通过可解释性算法研发、数据标注标准化等技术手段，构建决策可

追溯、可验证的技术底座。另一方面，技术权力的獠牙也必须要套上法律的镣铐，通过法律的价值指引

技术向善。法律人工智能的发展应当始终遵循“法律为体、技术为用”的治理逻辑。作为新时代产业变

革的核心驱动力，人工智能的蓬勃发展带动着经济，社会各个领域从数字化，网络化向智能化加速跃升。

在数治时代，维护平等，消除不公不仅要在法律和技术领域下手，也需要全社会进行响应。 
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