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Abstract

In the design of symmetric cryptographic components for secure multi-party computation, fully ho-
momorphic encryption, and zero-knowledge proofs, one needs to construct nonlinear layers over
large prime finite fields that are both invertible and of low multiplicative complexity. Shift invariant
functions are widely adopted due to their favorable nonlinear structure and implementation ad-
vantages, with the Lai-Massey construction being a representative example. Building on generalized
Lai-Massey constructions, this paper proposes a more general method for constructing invertible
shift-invariant functions, providing a richer collection of invertible vector valued functions for
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